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Crarts npucBsdeHa GOpPMyBaHHIO KiOeprpaMOTHOCTI MalOyTHIX JIiKapiB sIK OCHOBH iXHBOI KOMIIETEHTHOCTI 3 Kibep-
Oe3mexn B yMoBax Iu(poBoi TpaHcopmalii MenuruHd. OOTIPyHTOBaHO aKTya bHICTh IIJIECIIPSIMOBAHOTO O3HAWOMIICH-
Hs1 MaiiOyTHIX JTIKapiB 3 OCHOBHHMH THUITAMH KiOep3arpo3 y MenuuHiil cdepi: malware/ransomware-atak, 1o OJIOKyIOTh
JOCTYII /IO SJIEKTPOHHHUX MEIMYHUX 3aIUCiB; ataky BiiMoBU B oOciyroByBanHi (DoS/DDoS), siki napainizyiors podoTy
MeIuHKX iH(popMaLiitHuX crucTeM; (GIlMHT i coliajibHa IHKeHEePis, Opi€HTOBaHI Ha MEJMYHUI TIEPCOHA; BUTOKU MEANY-
Hux ganux (data breaches), mo 3arpoxyroTs KOH(IICHIIHHOCTI MAIi€HTIB; aTaku HA MEAWYHI NMPUCTPOi Ta IHTepHET
MenuaHux pedeit (IoMT), mo cTBOpIoIOTE MpsIMy 3arpo3y >KUTTIO nanieHTiB. IlokasaHo, mo 1i 3arpo3u 0e3nocepenHbo
BIUIMBAIOTH Ha OE3MEKy MAIli€HTIB, AKICTh MEIMYHOI JOIIOMOTH, PEITyTaIlil0 MEIUYHINX YCTAHOB, 4 B yMOBaxX BiifHH Haly-
BalOTh 3HAYCHHS 3arpo3 HallloHanbHii 6e3mnerri. [IpeacTaBieHo pe3yasTaTd EMITIPUYHOTO AOCIIHKEHHS, TPOBEICHOTO Ha
6a3i Harionansaoro menuuHoro yHiBepcutery iMeHi O. O. boromonbist (n=127 cTyIEHTIB EpIIOro Kypcy MEANYHOTO
Ta CTOMATOJIOITYHOIO (PaKyJIBTETIB), CIIPSIMOBAHOTO Ha JIIarHOCTHKY BUXIHOTO PiBHS 0013HAHOCTI MO0 crielHU(iYHUX
Kibep3arpo3 y MeanuHii raiysi. Bcranosieno, mo sume 11,8% crynenTtis Oy 06i3HaHI PO KOHKPETHI THIH MEANY-
HUX Kibep3arpo3 i MOTIIN iX MOSICHUTH, IIPH IIbOMY HaifHk4nM OyB piBeHb 00i3HaHOCTI moxo arak Ha IoMT (6,3%) Ta
iHCalaepepkux 3arpo3 (9,4%). 3’scoBaHo, K 1 3arpo3H, M0 OE3M0CEPEIHBO BILUTMBAIOTH HA SIKICTh MEIUYHOI JOMIOMOTH,
JIETEPMIHYIOTh crienn(iKy Ta BUMOTH JIO TiI'OTOBKH MaiOyTHIX JIiKapiB, 3yMOBJIIOI0YN HEOOX1THICTh (hOPMYyBaHHS B HUX
0013HaHOCTI i KOMIIETEHTHOCTI y cdepi 3axucty udpoBux nanux. Kidepbesneky MailOyTHHOTO JliKapsi 3alpONOHOBAHO
PO3IVISIIATH SIK iIHTErpajibHe YTBOPEHHSI, 1110 ITOEAHY€E KOTHITUBHUH, ISUIbHICHUH Ta IHHICHO-€TUYHUH KOMIIOHEHTH LU (-
POBOI KOMITETEHTHOCTI Ta 3a0e3Medye 3AaTHICTh CB1IOMO 1 Oe3IIeYHO BUKOPHCTOBYBATH y npodeciiiHiil 1isIbHOCTI yBech
CIEKTp HEOOX1THUX MUPPOBHUX TeXHONIOTiH. OOTPpyHTOBAaHO MOLUIBHICTE 1HTErpallii 00i3HaHOCTI 3 KibepOe3neku B Keifc-
OpIEHTOBaHE Ta CUMYJIALIITHE HABYAHHS, POJIb SKUX 3POCTA€ y MPOIIECi MiArOTOBKH 3/100yBayiB BUIIOT MEAMIHOI OCBITH.
3po06eHO BUCHOBOK TIPO T€, 110 CHCTEMHE O3HAHOMIICHHS 3 OCHOBHMMH KiOep3arpo3aMu CTBOPIOE KOTHITHBHY OCHOBY
KiOeprpaMOTHOCTI Ta MOTHBALIWHE MiAIPYHTS IS HOJAJIBIIOTO MOMMOIEHOT0 BUBYEHHS METOIIB 1 3aC001B KibepOe3nekn
B npodeciiiHii MeANYHIi MisUTBHOCTI, @ TAKOXK CrpHsie (JOPMYBaHHIO KyJIBTYPH LU(PPOBOI BIIIOBIAaIbHOCTI MallOyTHIX
JKapiB.

Kuarouosi ciaoBa: xibepOesmneka, KibeprpaMOTHICTh, MEIIYHA OCBiTa, BUOIPKOBI AUCITUIIIIHHU, MariCTPU MEIUIIMHH,
KOMITETEHTHICHUHN Tiaxina, mudpoBa KOMIETEHTHICTh, MaitOyTHI Jikapi, Kidep3arpo3u, 00i3HaHICTh, MEIWYHI iH(pOpPMa-
LiiiHI cuctemMu, HUQpPOBa eTHKa, QIIIMHT, BUTOKH JaHHUX, 1HCAlIepChKi 1HIUAEHTH, [HTepHeT Menuunux pedei (IoMT),
ransomware, DDoS-araku.

Stuchynska Natalia, Matvienko Mykola. Formation of cyberliteracy as a prerequisite for cybersecurity

competence of future doctors

The article addresses the development of cyber literacy among future physicians as a foundation of their cybersecurity
competence within the context of the digital transformation of healthcare. The urgency of targeted familiarization of
medical students with key types of cyber threats in the medical domain is substantiated, including: malware/ransomware
attacks that block access to electronic medical records; denial-of-service attacks (DoS/DDoS) that paralyze medical
information systems; phishing and social engineering targeting healthcare personnel; data breaches that jeopardize patient
confidentiality; attacks on medical devices and the Internet of Medical Things (IoMT), which pose direct risks to patient
safety. It is demonstrated that these threats directly affect patient security, quality of medical services, and the reputation
of healthcare institutions, and under wartime conditions may escalate into national security threats. The article presents
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results of an empirical study conducted at Bogomolets National Medical University (n = 127 first-year students of medical
and dental faculties), aimed at diagnosing baseline awareness of specific cyber threats in healthcare. It was found that
only 11.8% of students were aware of concrete types of cyber threats and could explain them, with the lowest awareness
observed regarding loMT-related attacks (6.3%) and insider threats (9.4%). The study reveals how such threats, directly
affecting the quality of medical care, shape specific requirements for medical training, necessitating the development of
awareness and competence in digital data protection. Cybersecurity of a future physician is conceptualized as an integral
formation combining cognitive, operational, ethical-value components of digital competence and provides the ability to
consciously and safely use the full range of necessary digital technologies in professional activities.

The article substantiates the integration of cybersecurity content into case-based and simulation-based learning
in medical education. It is concluded that systematic introduction to core cyber threats provides the motivational and
cognitive groundwork for further in-depth study of cybersecurity tools and practices in professional medical activity, and
fosters a culture of digital responsibility among future physicians.

Key words: cybersecurity, cyber literacy, medical education, elective disciplines, masters of medicine, competency-
based approach, digital competence, future physicians, cyber threats, awareness, medical information systems, digital
ethics, phishing, data breaches, insider incidents, Internet of Medical Things (IoMT), ransomware, DDoS attacks.

OOrpyHTyBaHHsl aKTyaJIbHOCTI mpodiaemMu. e uudposizalis MporneciB HaBYaHHS POPMYE MOJi-
B ymoBax cywacHoro cBiTy KkibepOesmeka € Tio-  OHI Bpa3iuBOCTi. Binrak mpoOnema kiOepOesmnexu
0albHOIO TMPOOIIEMOI0, ajKe IMQPOBI TEXHONOTIl  3arocTpuiacs IiC/s MacoOBOIO IEPEXOAy YHIBEpPCH-
MIOCTIMHO CTalOTh 00’ €KTOM Kibep3arpos3, a MeiMYHa  TETIB Ha AUCTaHIliiHe ¥ 3Mmilrane HaBuaHHs. [lupoke
chepa — OfHIEIO 3 HAWUYTIMBINIMX /A0 BTPYYaHHS  BHUKOPUCTAHHS BIPTYaJbHUX CHCTEM YIIPaBIiHHS
y JaHi Ta mMOpyweHHs iH(OpMalidHOT Oe3MeKH.  HaBYaHHSIM, XMapHHX CXOBHII, BiICOKOH(EPCHINiH
Hudposizaliss OXOpPOHM 340pPOB’S, BIPOBAIKEHHS  IOPOIWIIO HOBI pH3HMKH: (IIIMHTOBI aTakk Ha akKa-
MeanuHuX iHpopMmariitaux cuctem (MIC), enekTpo-  YHTH BUKJIAJadiB 1 CTYJACHTIB, HECAHKI[IOHOBaHUN
HHUX MEIUYHHMX KapTOK, TEJIEMEAWYHHUX CEpBICIB,  JIOCTYI JIO HABYAIBHHX IIAT(OPM, TOPYIICHHS KOH-
CUCTEM JUCTAHIIIHOTO MOHITOPHHTY MAIli€HTIB Ta  (iJAeHIIAHOCTI HABYAIbHHX JaHUX.

npuctpoiB IarepHery Memmunux peueil (Internet BapTo 3a3HaunTy, o nepkaBHa MOMITHKA y cepi
of Medical Things, IoMT) cTBOpIOIOTH HOBI MOX-  KibepOe3mneku (opmyBanacs MOCTYIMOBO i Iepemy-
JIMBOCTI Ul MiJBUILEHHS SIKOCTI MEIUYHOI JONO-  Baja BOEHHUM BHUKIHMKAaM ChOTOJCHHS, 3aJaF0YH HOP-

MOTH, aJl¢ BOIHOYAC IOPOIKYIOTh HOBI KaHalIM  MAaTHBHY OCHOBY, Ha SIKy CIIMpa€Thcs Hapasi Oesre-
BpaznuBocTi. HeHane)xHWil piBeHh TOTOBHOCTI JI0  KOBa IIPAaKTHKa BOEHHOro 4acy. JlepikaBa BiamoBinae
nporuAii kibeparakaM MoO)Ke TPU3BECTH A0 O€3Mo-  Ha Ili BUKIMKH YXBaJCHHSIM CTPATETIYHUX JIOKYMEH-
CepeIHbOI 3arpo3M JKUTTIO 1 370pOB’I0 MalieHTiB Ta  TiB: «CTparerii kidbepoe3neku Yrpainuy (2016, oHOB-
3pUBY JiKyBaJbHUX MpoleciB. CuTyamis, moB’si3aHa  yieHa peaaxiist 2021 p.), «J{okrpunau iHGOpMAIiHHOT
3 Kibep3arpozaMu B MEAMLUHI, 3arocTpuiacs mijgyac  Oesnekn Ykpainm» (2017), «[lnany peanizauii Ctpa-
nauaemii COVID-19, ko BinOymocst cTpimMke po3-  Terii kibepOesneku Ykpainm» (2022), 3akoHy Ykpa-
TOpTaHHS TelleMeIUYHUX IutaTdopMm, cucteMm nuc-  iHu «IIpo 3axuct iHGopmallii B iHGopMaIiiHO-KOMY-
TAHIIHHOTO MOHITOPMHIY Ta MOOUIBHMX [IOAATKiB  HIKAIiHHUX CHCTEMax», a TAKOXK 3aKOHY YKpaiHU BiJ
JUIsl B3aeMOJIl «Jrikap—manienT». besnpeuenentuuit 27 Gepesns 2025 poky o0 3axXucTy iHpopmarii Ta
HepexiJ 10 BiJNaJIEHOTO HAJaHHA MEAWYHOI JOMO-  KiOep3axHCTy JepKaBHUX iH(OpPMAIiHUX pecypciB
MOTH BIJKPUB HOBI TOYKH JOCTYIy A Kibeparak, Ta 00’€KTiB KpUTUYHOI iHpopMaliitHoi iHdpacTpyk-
3pOOWBIIN KPUTHYHO BXKJIMBUMH NMHUTAHHA 3axucTy  Typu (peectp. Ne 11290) [1-6]. Cekrop 0oXOopoHHU
KaHaJIiB 3B’s13KY, aBTeHTH(]IKaLii KOpUCTyBauiB, 30e-  370pOB’s Hapa3i pO3MISAAETHCS SK SIIEMEHT KPUTHY-
pekeHHA KOHQIACHUIMHOCTI Ta WIMICHOCTI JAaHMX.  HOi HAIIOHATIBHOI 1HQPACTPYKTYPH, SKUH, BIIIO-
VY 1UpOMYy KOHTEKCTI BaKIMBUMH YMHHHKAMHU CTajla  BiJIHO, CTA€ MILICHHIO IIIECIPSIMOBAHUX KiOepaTak
mudpoBa CTIHKICTh MEIUYHHMX YCTaHOB, 3aXHCT B yMOBaxX BOEHHOro udacy. UyTimBa iHpopmalis mpo
[IEPCOHAIBHUX Ta MEAWYHUX JIaHUX, a TAKOXK 34aT-  CTaH 3I0pOB’S BiliCBKOBOCIYXOOBIIB, MaplIpyTH
HICTh MEINYHHX NPAIiBHUAKIB IIBAJKO pearyBaTd HA ~ MEIUYHOI eBaKyallil, CTPYKTypa MEIWYHOI JIOTic-
MoTeHUilHI Kibeppu3uku. Tomy 1iist 3100yBayiB CTy-  THKH, JaHi IEKTPOHHOI CUCTEMHU OXOPOHH 3II0POB’SI
MeHsI MaricTpa MeAMUMHA ocoOnuBo akTyanbHoo €  (ECO3) HaOyBaroTh CTPATEriYHOTO 3HAYCHHSI.

TOTOBHICTh MPAIIOBaTH B YMOBAaxX MOCTIHHO 3pocTa- Ha wixHapogHoMmy piBHI KiOepOe3meka 3akpi-
I04UX HU(POBUX 3arp03, BMITU CBOEYACHO X IIEHTH-  IUICHA SIK CTPATEriYHUIl MPIOPUTET PO3BHUTKY IH(-
(ikyBaTu Ta npuiiMaTy OOIPYHTOBaHI pillieHHd 040  poBoro cycrinbeTBa (Konsenuis Pagu €Bporu npo
3aXHUCTy JIaHUX TMAIlI€HTIB 1 0e3MepepBHOCTI HAaHHA  KiOep3nouuHHICTh, [lomiTiuna nporpama «L{ugpose
MeanyHOi momomoru. [loka3zoBo, mio aHamoriudi — gecstwiitrsy €C, [eknapariis npo mudposi npasa i
BUKJIMKH TPOSIBISAIOTHCS 1 B OCBITHBOMY CEPEIOBHI,  TPUHIMIH TOMIO). Y IHX JOKYMEHTAaX HaroJIOmeHO
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Ha HEOOXiTHOCTI MiArOTOBKH (axiBIiB, SKi 3/1aTHI
JUSITH BIIMIOBITANILHO B yMOBaX Kibeppu3ukis. OTxe,
aKTyaJIbHICTh TOCIIKEHHS TPpoOieMu Kibepoesnekn
B MEIUYHII OCBITI 3yMOBJICHA!

— 3pPOCTaHHAM KITBKOCTI Ta CKJIAIHOCTI Kibepa-
TaK Ha MEJIUYHY 1HPPACTPYKTYPY;

— MOCHUJICHHSIM HOPMAaTHUBHHUX BHMOT JI0 3aXHUCTY
iHpOpMaIii;

— BOEHHUM KOHTEKCTOM 1 CTaTyCOM OXOPOHH
3[I0pOB’S K KPUTHYHOI iHPPACTPYKTYpH;

— HEIOCTaTHIM piBHEM TOTOBHOCTI 3M00yBaviB
BHIIOI MEAMYHOI OCBITH 10 poOOTH B yMOBax Iud-
POBHUX 3arpo3.

AHaJi3 ocTaHHIX J0cC/iIKeHb Ta myOaikamiii.
Ockinbku KibepOe3neka B MEIMIMHI BUCTYIIA€ 1HTE-
IpajbHOI XapaKTEPUCTUKOI MPO(ECiiHOT Mislib-
HOCTI JIiKaps, IO MICTUTh 3aXWCT AaHWUX, MH(PPOBY
€TUKY Ta IPOTHUIIO 3arpo3am, KJIIOUOBOIO 3HAYCHHS
HaOyBae HaJje)KHa MiArOTOBKa MalOyTHIX JIiKapiB,
CTIpsSIMOBaHa Ha PO3BUTOK ixHBOI 1H(poBOI 00i3HA-
HOCTI Ta KOMIIETEHTHOCTI y cepi kibepOesmneku. Lle
Y3TOIKYETHCS 3 IOJIOKEHHAMHU €BPOTIEHCHKOT paMKH
nudposoi komrrerenTHOCTI DigComp 2.2 [6], y sKiid
KOMIOHEHT «be3neka» OXOIUTIOE 3aXUCT HMPUCTPOIB,
MEPCOHAIBHUX JaHWX, a TaKOXK BiAMOBIAAIBHICTH
3a 1udposi aAii B iHTErpoBaHOMY iH(OpMaLiHHOMY
cepenoBuii. s OXOpoHU 30pOB’S 1€ OCOOJIMBO
BaYJINBO, OCKUTBKH IU(POBI3aLig MEIUYHAX MPO-
meciB (Bil BEICHHS MEAWYHUX 3alHCIB 0 BHKO-
PUCTaHHA CHCTEM IIATPUMKH KIIHIYHHX PIIICHb)
pPOOHTH OYEBMAHOIO BPA3IUBICTH iH(POpMALiHHOT
1HPPACTPYKTYpH.

BaxuBuM  HampsiMOM MDKHApOTHHX — JOCHi-
JUKCHb € aHali3 PHU3WKIB, TOB’SI3aHUX 13 IIAKIIIO-
YEeHUM MEIWYHUM OOJIaJHAaHHAM Ta TEXHOJOTIsIMU
IoMT. Ommsamu cucteMaTH3ylOTh THIIOBI 3arpo3,
10 BUHUKAIOTh MPU B3AaEMOJIT MEPEKEBHX MEAMY-
HUX TPUCTPOIB: BiJl KOMIpOMeTalii KaHaJiB mepe-
Ja4i JaHuX J0 MOTEHIIWHOro BTPydYaHHs y mapa-
MeTpH POoOOTH 00IaTHAHHS Ta HECAHKI[IOHOBAHOTO
JOCTYITy 10 MaCUBIB MEIMYHUX JaHHUX. Y KOHTEKCTI
HaBYaHHS CTYACHTIB-MEIUKIB II€ O3Hadae IMoTpedy
y ¢GopMyBaHHI B HUX NPAKTUYHUX HABUYOK Oe€3-
MEYHOTO BUKOPUCTAHHSI MEIUYHUX MPHUCTPOIB, pO3-
Mi3HABaHHS O3HAK 1X KOMIpOMeETarii Ta po3yMiHHS
B3aeMO3B’ 3Ky Mk IT-3axucTom 1 KiIiHIUHOO Oe3re-
KoOI0 TartienTa [7-9].

HocmimkenHs 3 kibepOe3neku B JIIKapHSIX MOKa-
3YI0Th, IO MPOBIHY POJIb Y 3a0€3MeUYeHH] 3aXUCTy
BiJirpae JOACHKAN YMHHHUK. BOHM mOBOAATH, 110
HaBITh 3a HASBHOCTI PO3BHMHEHOI TEXHIYHOI iH(]pa-
CTPYKTYPH BPa3IMBOCTI 3yMOBJICHI TOMHUIIKAaMH TIep-
COHAJTY, HEIOCTAaTHHOIO 0013HAHICTIO Ta BiJICYTHICTIO
KyneTypu Oesrieqnoi 1mumgpoBoi moBeninku [10].

CBO€10 4epror iCHye TakoXK aKIeHT Ha opraHisa-
ifHKUX acmekTax KibepOe3nmeKu: MOMITHKU JOCTYITY,
po3mozii BianoBigansHocTi [ 11]. AHanoriuHi BUCHO-
BKH MOXXYTh OyTH €KCTparoiIbOBaHi 1 Ha MiATOTOBKY
MaiOyTHIX JiKapiB: came (HOpMyBaHHS y CTYICHTIB
CTIKMX TPAKTHK TU(POBOI 00EPEKHOCTI, KPUTHU-
HOTO MHMCJICHHS Ta BiJNOBiJaJbHOI NOBEAIHKH B
iHpOpMaLiTHOMY CEpeIOBHILI CTa€ KIFOUOBHM YHH-
HUKOM 3amoliranHsi Kibepszarpo3am y ManOyTHil
npodeciitHiil mMpaKTHILi.

B ykpaiHChKOMY MOCHTITHHUIIBKOMY TIOJi TIPO-
onema U poBoi KOMIIETEHTHOCTI Ta KidbepOesreku
B MEJIMYHII OCBITI PO3IISIAETHCS TIEPEBAKHO B KOH-
TEKCTi 3arajibHOi HHMQpPOBi3allii HABYAIBLHOTO MpPO-
necy. JI. B. bariok ananizye nudpoBy KOMIIETEHT-
HICTh CTYICHTIB MEIUYHUX 3aKJIadiB OCBITH TIpH
BUBUeHHI aucruiunian «ladopmarusamis y cdepi
TPOMAJICHKOTO 370pPOB’s1», HAroJOUIyIOYM Ha HEoO-
XizHOCTI HiecnpssMOBaHOTO GOPMYyBaHHS HH(POBUX
HaBHYOK Y Meax MpogeciiiHOl MiArOTOBKH, OIHAK
0e3 BHOKpEeMJICHHsI O€3IeKOBOI0 acleKkTy poOoTH B
uudposomy cepenosuii [12]. JlocmipkeHHs, npu-
CBSIYCHI PO3BUTKY EJIEKTPOHHOI CHUCTEMH OXOPOHHU
30poB’s Ta ii Kibep3axucty B YKpaiHi, 1eMOHCTPY-
I0Th 3POCTaHHS YBaru 10 pOOOTH 3 €JIEKTPOHHHUMHU
MeanuHuMHE 3anucamu, eHealth-cucremamu ta mud-
pOBUMH TUIATPOPMAMHU B3aEMOJIIT «TIKAp—TIaIi€HTY,
MIPH IbOMY 3BEPTAIOYH yBary Ha MOTEHIIIHI pU3HKH
JUTS 3aXUCTY MEAWYHUX maHux [13].

BaxnuBUM CKJIaJHUKOM HAL[IOHAJIBHOIO JIHC-
KypCY € mpaiii, 1[0 CTOCYIOTbCsl POpMyBaHHS HUPPO-
BOI KOMIIETEHTHOCTI MaifOyTHIX JIiKapiB, B CTPYKTYpi
sxoi nnugpoBa Oe3neKa MocTae K KIOUOBUH KOMITO-
HEHT MpOo(eCiiiHOT TOTOBHOCTI /10 poOOTH 3 MEAHU-
anMu gaanmi. Tak, H. B. CtyanHchka y JOCITITKCH-
HSIX, IPOBEJICHUX Ha 06a3i HarioHanpbHOTO METUYHOTO
yuiBepcutety iMeHi O. O. boromonsis, po3rsgae
¢dopmyBaHHST TM(HPOBOI KOMIETEHTHOCTI MaOyTHIX
cromatoiioriB [14] Ta okpecioe poiib BUOIPKOBUX
JUCIMILUIIH Y MiJBUIINCHHI PiBHSI HU(PPOBOi KOMIIE-
TEHTHOCTI MaOyTHIX jikapis [15]. I1. B. MuknuTernko
[16] mpomonye mimxomu 10 IiarHOCTHKH DIiBHIB
IT-kOMITETEHTHOCT] CTY/ACHTIB-MEIUKIB y TpoIeci
BUBUCHHA MEIUYHOI 1H(QOpMATHUKH, WIO CTBOPIOE
EMITIpUYHY OCHOBY JUJIsl TOAAJIBILOT MTOOYI0BH MOJIe-
neit mudpoBoi kommereHTHOCTI. Lli mocmimkeHHS
JMIEMOHCTPYIOTh TIPAaKTHYHI MIAXOAW IO IHTETrparii
UG POBUX TEXHOJIOTIH y TpodeciiiHy MiITOTOBKY Ta
MiATBEPKYIOTh HEOOXIAHICTh MOETATHOTO YCKIaI-
HEHHS 3MiCTy IM(PPOBUX YMiHb, IOCTYIIOBOTO TEpe-
X0y Bij 0a30BOi HU(POBOI IPaMOTHOCTI JI0 CIIEIli-
aTi30BaHOT KOMIIETEHTHOCTI y cdepi Kidep3axucry
KITIHIYHUX JaHUX 1 B3aeMOMii 3 MEIUIHUMH iHDOP-
MaliiHUMH CUCTEMaMHU.
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OcobnuBe Micre y chopMOBaHiii HAyKOBil Tpaay-
uii mocigarote HanpairoBanHs B. I Tepentioka [17]
y SIKOTO HaroJIOLICHO Ha poiii Hu(POBOI 00I3HAHOCTI
MEIUIHOTO TIEPCOHAY y 3a0e3IeueHHI CTa0IbHOCTI
(hyHKITIOHYBaHHS ITU(POBUX METUIHUX CHCTEM, TIPO-
(hinaxTumi KiOepiHIMAEHTIB Ta (popMyBaHHI JOBipH
10 tuGpoBOi METUIMHU. AKTYyaJbHOIO € B IL[LOMY
ceHci € iHdopMmartis, mogaHa B 3BiTi 32 TPAHTOBHM
rpoextoM (2023-2024) «Ponb Ta 3HaYEHHS PO3BUTKY
IM(POBUX KOMIIETEHTHOCTEH MPAIiBHUKIB OXOPOHHU
3I0POB’S ...». Llelf MPOEKT CTOCYETHCS CTBOPEHHS/
OHOBJICHHSI OCBITHIX MIpOTpam Ui MEIUYHUX 1 (ap-
MAaleBTUYHUX HABYAJBHUX 3aKIa/iB i3 ypaxyBaHHIM
nuppoBUX BUKIUKIB [18].

VYTiM nonpy 3Ha4Hy KUTBKICTh Tpalb po Hugpo-
Bi3allil0 MEAULIMHU, ITMTAHHS CUCTEMHOI II1ITOTOBKH
MalOyTHIX JiKapiB 10 poOOTH B yMOBax KiOeppH-
3WKIB 3aJIUIIAE€THCS HENOCTAaTHHRO PO3POOJICHUM 1
norpedye CreLialbHOr0 TEOPETUYHOIO Ta METOANY-
HOTO OOTPYHTYBaHHSI.

Meta nociaiaeHHs IOJISTae B PO3KPHUTTI 3MICTY
KkibepOesrnekn SK CKIaIHUKa IMUPPOBOI KOMIETEHT-
HOCTI MaOyTHIX JIiKapiB, CACTEMATH3aIlil OCHOBHUX
TUMIB Kibep3arpo3 y MeanuHiii cdepi Ta 0OrpyH-
TYBaHHI METOIUYHUX OPIEHTHPIB IIONO IHTETpariii
3MICTY KibepOe3TneKH B MEJUUHY OCBITY.

MeToau xocigKeHHsI. Y T0CIIHPKEHHI BUKOPHUC-
TaHO KOMILJIEKC TEOPETHYHHUX METOJIIB:

— a”HaJi3 1 CHMHTe3 — Ul BUBYCHHS HAyKOBUX
Ipaib, MDKHAPOTHUX 1 HAIlIOHAILHUX HOPMATUBHUX
JOKYMEHTIB 13 TIpo0sieM HU(pPOBOT KOMIETEHTHOCTI,
kibepOe3neku, UQpoBizallii MEIUIUHY;

— MOPiBHSAIHHA i y3arajbHeHHsI — JJIsI 3icTaB-
JICHHS 3apyODKHUX 1 BITYM3HAHNX MOZETEH iHTerpa-
1mii KibepOe3neKn B OCBITY MEIUYHUX TPAIliBHUKIB,
BHSBIICHHSI CITIJIBHUX 1 BI/IMIHHUX PHC;

— CTPYKTYPHO-(pDYHKIiOHAJIBLHUN aHATI3 — I
BUJIJICHHS OCHOBHHMX THIIIB KiOep3arpos y Meaud-
HOMY CEpEIOBHILI Ta BU3HAYCHHS IXHBOTO 3B’S3KY
3 KOMIIOHEHTaMH TpodeciifHOi KOMIETEHTHOCTI
JKaps;

— eJIeMeHTH MOJEJIOBAHHSA — Ui OKPECICHHS
MOXIIUBHUX HalpsMiB KEHC-OPi€HTOBAHOTO HaBYAHHS
OCHOBaM KiOepOe3NeKu B METUUHIN OCBITI.

CrarTsi Mae TEOPETHKO-aHATITUYHUN XapakTep i
€ eTaroM KOHIIENTYaJIbHOTO OCMHCIICHHS MPOOIeMH,
110 TIepeaye po3pOOICHHIO Ta eMITIpUYHIN TIepeBipIi
KOHKPETHUX METOJIHK.

Bukiax ocHOBHOro marepiaay JOCTiIZKeHHS.
CyuacHa kibepOe3neka B MeIM4HIN OCBITI Mae Oara-
TOBUMIPHHUI 3MICT, IO BKJIIOYAE: 3HAHHS TPO 1U)-
POBI 3arpo3u, apXiTEeKTypy MEIHMYHUX 1HpOpMaIiii-
HUX CHCTEM, BHMOTH 3aKOHOJABCTBA, MPHUHIIUIN
3aXUCTY JIaHUX; YMiHHSI BHKOPHUCTOBYBAaTH IU(POBI

IHCTpYMEHTH Ta Menu4Hi iHQopMauiliHi cucTeMH 3
JOTPUMAHHSAM MPHUHIUIIB KiOEpriri€eH, BHSIBISATH
O3HAKM arak, JISITH BiJIOBIIHO JI0 MPOTOKOJIIB pea-
TyBaHHS; WiHHiCHI opieHTamii BiANOBiNAIHHOTO
BUKOPHUCTAHHS ITU(POBUX TEXHOJOTIH, TOTPUMAHHS
E€TUYHUX HOPM 1 MpaB MAaIi€HTIB 010 KOH(iAeHITiH-
HOCTI 1 HEIOTOPKaHHOCTI iH(opMarlii.

Jnis 4iTKOCTi TOAANBLIOrO BHKIAAY MaTepiary
BB2)KAEMO 3a HEOOXIJIHE HAJaTH aBTOPCHKE PO3y-
MiHHS JTBOX 0a30BUX MOHSTH, SIKI CTAHOBIATH KOH-
LENTyaJbHy OCHOBY JOCIIIKCHHS.

KibepOesmeka — 11e cTaH 3aXHUIIeHOCTI TU(POBOTO
CEpeIoBHILA, 32 SIKOTO JaHI Ta MPOLECH 3ajHiia-
FOThCS MUTICHUMH, KOH(IJCHIIIMHUMU 1 JOCTYITHUMH,
a Jtist Kibep3arpos — nepeadadeHoro Ta KOHTPOIbOBa-
Hoto. Take BM3HAYEHHS aKIEHTYE HE HA TEXHIYHUX
3axo/lax 3aXHUCTy SIK TaKHX, a Ha PE3yJIbTaTUBHOMY
CTaHi CUCTEMH, 110 JJO3BOJISIE B KOHTEKCTI MEAMYHOT
OCBITH TOBOPUTH NpO KibepOe3meky sK Mpo iHTe-
rpajlbHy XapaKTepUCTUKY TpodeciiHoi ismbHOCTI
nikapsi, a He cyTo npo [T-xommeTeHIiro.

KibGeprpamMoTHiCTh — Iie 3IaTHICTH MISITH KOMIIE-
TEHTHO ¥ BIAMOBITAIIEHO B MU(POBOMY CEPEIOBHIIT,
PO3II3HAIOUN PHU3HMKH, 00Mpalodn Oe3neyHi pillleHHs
Ta KPUTUYHO OLiHIOOYM iH(opMauiiHi BBy, Ha
BiIMiHY BiJl BY)KYOro TepMiHa «uudpoBa TpamoT-
HICTBY, SIKHH YacTO PEAYKYEThCS 0 TEXHIYHUX HABH-
YOK KOPUCTYBaHHS, KiOEpPrpaMOTHICTh BKIIIOYA€E IIiH-
HICHO-PE(IICKCUBHUA BUMIP, KPUTUIHO BAYKITMBHIA
JUTT MaiOyTHIX JTiKapiB, AKi MPaIOBaTUMYTh i3 UyT-
JIMBUMHM JaHUMHU IIPO 3A0POB’S Ta XKUTTA MALIEHTIB.

Bigrak, xibepOesnexky MalOyTHBOTO —JiKaps
OyzeMo po3MIgaT siK iHTerpajbHe YTBOPEHHS, 10
MOEHYE KOTHITUBHUM, MISUTBHICHUN Ta I[IHHICHO-
STUIHHUI KOMITOHEHTH ITU(PPOBOI KOMITETCHTHOCTI Ta
3a0e3revye 34aTHICTh CBIOMO 1 0€3MeYHO BHKOpPHC-
TOBYBaTH y mpo(eciiiHiii AisIbHOCTI YBECh CIEKTP
HEOOX1THUX HH(POBUX TEXHOIOTIH.

Lli TepMiHM HE MPETEHIYIOTh HA CTATyC YHIBEp-
CaJIbHUX, NPOTE BOHU BU3HAYAIOTh KIFOUOBI KOH-
menTd npociimkenHs. CamMe B TakoMy 3HAdCHHI
TIOHATTS KibepOe3neka Ta Kibepepamomuicms BUKO-
PHCTOBYIOTHCS B TOAAJIBILIOMY TEKCTi CTATTI.

I3 no3wmmiii nenaroriyHoi Teopii KibepOe3mneka sk
KOMITOHCHT IU(POBOT KOMIIETCHTHOCTI € MOKa3HH-
KOM C(OPMOBAHOCTI KPUTHYHOTO MUCICHHS, IH(]-
pOBOi eTHKH Ta podeciiiHoi BianmoBigambHOCTI [19].
Otxe, BOHa BijmoOpaxae 3IaTHICTH MalOyTHHOTO
JiKaps He JIMILE ONepyBaTy KIIHIYHUMH JaHUMHU, a i
YCBIIOMJIFOBATH HACIIIKH X HEHAJIE)KHOTO 3aXUCTY —
BiJl IHIUBIyaJIbHUX PU3UKIB JIJIS MAI[IEHTA JI0 3arpo3
HaI[lOHAJIbHIM Oe3Meli B yMOBax BiiHH.

BaxnmuBuMm enemMeHTOM (HOpMYBaHHS IIi€l KOM-
MIETEHTHOCTI € pO3yMiHHSI KOHKPETHUX THUIIB KiOep-
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3arpo3. HaiiOinpm mnommpeHuMy Asl MEAUYHOTO
cepeloBHIA € aTraku TUly malware/ransomware,
YHACIIZIOK SIKUX JaHl MEIWYHHUX i1H(hOpMAIiHUX
cucTeM IMUPPYIOTHCS, a 3a IX PO30JOKyBaHHS BUMa-
Ta€ThCs BHUKYI. Taki IHIUACHTH YHEMOXIHBIIO-
I0Th JIOCTYIl 70 EJEKTPOHHUX MEIMYHUX 3aIlUCiB,
pe3yJbTaTiB JTOCHIHKEeHb, IUIAHIB JIIKYBaHHS, IO
MpSIMO BIUTUBA€E Ha Oe3rneky mamieHTiB. CTparerisiMu
3aXHCTY € peryJsipHe OHOBJICHHSI CHCTEM, BUKOPHC-
TaHHS Cy4YaCHHUX aHTHUBIPYCHHX PIilIeHb, MOJITHKH
pPE3epBHOTO KOIIIOBaHHS, CerMeHTaIliss Mepex. st
MalOyTHIX JIiKapiB HAJI3BUYAHO BAXKIIUBO PO3YMITH,
IO HaBiTh TUMYACOBA HENOCTYIHICTb NaHHUX HE €
a0CTPaKTHOIO «TEXHIYHOIO MPOOIEMOIO», a MOXKeE
O3HaYaTH 3aTPUMKY B TIOCTAHOBII JiarHo3y, MpH-
3HAYeHHI Teparii, nmpoBeneHHi omeparlii. OCKiTbKH
CUMYJISIIAHI TEXHOJOTIi BUKOPHUCTOBYIOTHCS ITiJT
Yyac MiArOTOBKM MaWOyTHIX JikapiB [24], 3 OCBIT-
HBOI TOYKHM 30py JAOPEYHUM € BUKOPUCTAHHS KeHc-
CUMYJISILIN aTak ransomware, mij] 9ac siKux CTYJIeHTH
BIJINIPAIlbOBYIOTh i1 MEIUYHOIO MEPCOHATY B yMO-
Bax HEIOCTYIHOCTI €NEeKTPOHHHUX CHCTEeM (Tepexif
Ha pe3epBHI POTOKOJIHN, TPIOPUTU3ALIIS BITHOBIICHHS
KPUTHYHUX 0a3 JaHWX, KOMYHIKAIlis 3 Malli€HTaMH).

He MeH1 3Hauynumu € aTaku BiIMOBHU B 00CJIy-
ropyBaHHi (DDoS), siki cnpU4MHSIOTH NEepeBaHTa-
JKCHHSI CEpBEPIB Ta MEPEekeBOl 1H(PACTPYKTypH.
VY menuuHii cdepi Taki ataku MOXKYTh OJOKyBaTu
CHUCTEMH eJICKTPOHHOI peecTpalii, TeaeMeandHi
CepBiCH W JOCTYyH JI0 €NeKTPOHHUX apxiBiB. [lis
MiJITOTOBKA MaWOyTHIX JIiKapiB Ba)KJIMBO MOJIEIIO-
BaTHU CHTYyallii, Kol nUppoBi cepBicH HEAOCTYIHI,
a KOMaHJa TNOBHWHHA OMNEPAaTHBHO TEPEXOJUTH Ha
pe3epBHi KaHaU 3B’SA3KY, MiHIMI3YIOUH PU3UKU IS
MAIi€HTIB.

OxpeMy KaTeropito CTaHOBJIATH aTakd, 3aCHOBAHI
Ha comiajbHil iH:keHepii, 30kpema ¢immHr. Bonn
OpiEHTOBaHI HE Ha TEXHIYHI BPa3JIMBOCTI CUCTEMH, a
Ha JIFOJICHKI CJIAOKOCTI: JIOBIpJIMBICTh, MOCIIX, HEIO0-
cTaTtHiO 00i3HaHiCTh. DIMMHTOBI araku 0a3yrOThCs
Ha oOMaHi KopHcTyBada depe3 JUCTH, SMS, moBino-
MJICHHS B MECEHJ[Kepax, IiIpoOIIeHi CTOPIHKH BXOY.
Jist MeIUYHUX YCTAaHOB THIIOBHM € MAaCKyBaHHS iJ{
o(iniiiHi MOBIIOMIICHHS: «aJAMIHICTPATOP CUCTEMUY,
«mocravanbHuk [13», «kojera 3 JKapHI» TOIIO.
BiakpuTTa mKigmIUBOTO BKJIAaNEHHS a00 BBEIEHHS
mapoisi Ha (DambIIUBOMY CalTi MOXE CTaTH CcTap-
TOM JIJISl 3apaKeHHsI MEpEXi, 3aIlycKy ransomware,
BUTOKY maHux. [locmimkenns [10] neMoHCTpyE, 1110
MOJIOHI THIMJIEHTH YacTO IOB’s3aHi 3 BiJICYTHICTIO
CHCTEMHOTO HaBUaHHS mepcoHany. Tomy B OCBIT-
HBOMY IIpoLeci HEOOXi/1HI HE JIUIIEe TPEHIHTH 3 pO3-
Mi3HaBaHHSA (DIMIMHTOBUX TOBIJOMJICHB, aHAI3y
3aroJOBKiB JIMCTIB, IEPEBIpPKH JIOMEHIB 1 Oe3meu-

HOI poOOTH 3 BKIQJCHHSAMH, alie ¥ YIpOBaKCHHS
HABYAJIbHO-METOJIMYHOTO CYIPOBOJY: UITKUX aJro-
PUTMIB pearyBaHHs, YeK-JIHCTIB HU(PPOBOi Oe3MeKH,
CUMYJISIIIIHHAX CIIEHAPiiB aTak Ta CHUCTEMATHUIHOTO
MOHITOPHUHTY C(OPMOBAHOCTI KOMITETEHTHOCTI 3
KiOepririeHu y CTyJIeHTIB.

Butoxku nanmx (data breaches) e ocoGmuBo
YyTAUBUMHU 4epe3 crenudiky MeaumyHoi iHdopma-
1ii. BoHM 03HA4YaOTh HECAHKI[IOHOBAHUHA JOCTYII
0 MenuvHol iHdopMmariii, SKuii Moke OyTH 3yMOB-
JICHUH $IK 30BHIIIHIMHU 3JIOMaMHM, TaK 1 ITOMHJIKAMH
a00 HemOOPOCOBICHUMH JTisSIMU TIepcoHamy. Enexrpo-
HHI MEJIMYHI 3aITUCU MICTITh HE TUIbKH 1IeHTU(IKa-
UiiiHi AaHi, a ¥ YyTIUMBY KIiIHIYHY iH(OpMAaLilo, 10
poOHTH X Hag3BUYAHHO MPUBAOIMBUMU JJIsI Kibep3-
JOYWHINB. 3a maHuMHU ramy3eBoi aHamituku HIPAA
Journal [20], y CIIA KiTbKiCTH CKOMITPOMETOBA-
HUX 3alKCiB MAIliEHTIB YIPOAOBXK OCTaHHIX POKiB
Jocsirajia PeKOpIHMUX MOKA3HUKIB, IO CBIIYUTH TIPO
Maciitad mpoOiemu. Hacrifku BUTOKIB BUXOISTH
3a MEKi (PIHAHCOBUX 30MTKIB: MOXKJIMBI TaKOX IIax-
paichki omepariii 31 cTpaXxoBKaMu, IMaHTaX, JUCKPHU-
MiHaIlisI, TICUXOJIOTIYHUN THCK, & Y BOEHHHX YMO-
BaxX — CTBOPEHHS 3arpo3 sl BiiCHKOBOCITY>KOOBIIIB
1 WIeHIB IXHIX pOIUH. Y HaBYaHHI CTYICHTIB-MeIH-
KiB JIOLIJIbHO BHKOPUCTOBYBATH KEWCH IHIIUJICHTIB
BUTOKY JIaHUX, Y SIKHX BIJIPallbOBYETbCS aHaJIi3
npuyuH (cnabki maposi, HaJAMIpHI IpaBa JOCTYILY,
BIICYTHICTh MmH(pyBaHHSA, HETOTPUMAHHS IPOIIC-
Iyp), BU3HaYeHHS MacmTaly KOMIIpOMeETallii, Tuia-
HYBaHHS 3axOJliB pearyBaHHs Ta IONEPEIKCHHS
MOBTOPHUX BUIIAJIKIB.

Incaiinepcebki 3arpo3u 1oB’si3aHi 3 JisIMHU CITiB-
pOOITHHKIB a00 MiIPSAHUKIB, SIKi MAIOTh JIETATBHHNA
JIOCTYTI 10 iHpopMaIitHux cucteM. Lle MoxyTh OyTH
SIK HAaBMFCHI 3JIOBXKHBaHHS, TaK 1 HEHAaBMHUCHI TIOPY-
HIeHHs (BUKOPUCTaHHs claOKUX MapoliB, Mepeaada
JOCTYIIIB CTOPOHHIM, 30epiranHs ciry:k00Boi iHpop-
Maii Ha 0coOUCTHX MpHCTPosiX). B omHOMY moci-
JokeHHi [21] 3BepTaeThcs yBara Ha Te, 10 iH(popMa-
IilfHa Oe3rmeka B OXOPOHi 370pOB’ Sl 3HAYHOIO MipOtO
3aJIeXKHUTh BiJl TOTO, HACKUIBKH YITKO B Oprasizarii
BU3HAYEHO MOJITHUKU JTOCTYIY, PO3MOAUICHO BiIO-
BiZJANIbHICT 1 HAJArOXKCHO BHYTPILIHIA KOHTPOJIb.
3 meaarorivyHoi TOYKH 30py Ba)xIJIMBO chopmyBaru
B MaiOyTHIX JiKapiB po3yMiHHS, IO KOKHUH TIpa-
IIIBHUK € Cy0 €KTOM KibepOe3mekn, a He «ITaCHBHUM
KopucTtyBadeM cuctemm». lle mependavae morpu-
MaHHS [IPUHIIAITY MiHIMaJIbHO HEOOX1THUX MTOBHOBA-
JKCHb, YCBIJJOMJICHE CTaBJICHHS JI0 OOPOOKH JaHMX,
HEJIONYIICHHS ~ HECAHKIIIOHOBAHOTO  KOIIFOBaHHS
iH(popMmarii.

Hapemrri, ogniero 3 HaitO1LIBIT HEOE3TTETHUX (HOPM
kibepaTak € BTpy4aHHs y MEIU9IHI TPUCTPOI Ta TEXHO-
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norii Internet of Medical Things (IoMT), o moen-
Hye iHopMamiiHy ¥ KIiHiYHY Oe3meky. ATaku Ha
MennuHi npuctpoi ta [oMT (tak 3Bani MEDJACK)
MOXKYTb IPU3BECTH 5K IO BUTOKY JaHUX, TaK 1 70 0e3-
ITOCePEIHBOI 3arpo3u JKUTTIO MamienTiB. Martin, S.,
& Harrison, V. (2023) [22] y cBOeMY JOCHIKEHHI
MOKa3aly BpPa3IMBICTh IMIUIAHTOBAHUX MEAMY-
HUX MPHCTPOIB A0 HECAHKIIOHOBAHOTO JOCTYITY,
a Khaled, A. (2022) po3risijiae TaKCOHOMIIO PHU3H-
KiB 175 [HTEepHETY MeAWYHHMX pedel, MiaKpecro-
FOYU CKJIQJHICTh 3aXHCTy PO3MOMUICHUX METUIHUX
Mepex. BimoMi BHITanKu, Koiu 4depes3 BPa3IMBOCTI
B HAJAIITYBAHHSIX MEPEXkKi 3JI0BMUCHHKH OTPHMY-
BaJIM JIOCTYN J0 MEAMYHHX MPUCTPOIB i MOIVIH TEO-
PETUYHO 3MIHIOBATH MapaMeTpH iHPY3IHHUX MOMII,
MOpPYyIIyBaTH POOOTY amapaTiB JiarHOCTHKH, BHKO-
pHUCTOBYBAaTH OONAgHAHHS SIK «TOYKY BXOAY» VIS
MOAAJIBIIOTO MOLIIMPEHHS WIKIAIUBOTO MPOrPaMHOTO
3abe3neuyeHHs. Jns MaiOyTHIX JikapiB HEOOXiIHO
PO3yMiTH, 10 Oe3MeKa MEIMYHOTO 00N IHAHHS — HE
CYTO TEXHI4YHa NMPoOJeMa, a CKIaJHUK KITHIYHOT 0e3-
nekd. ToMy B OCBITHIX IporpaMax HeOOXiTHO aKIleH-
TyBaTH yBary Ha JOTPUMaHHI ITPOTOKOIIB Oe3MmeTHOl
eKCcIuTyaranii oOnagHaHHs, 3HAYCHHI CBOEYACHUX
OHOBJICHb IPOrPaMHOrO 3a0e3Me4eHHs, KOHTPOIi
iA03pinux 300iB y poOOTi IPUCTPOIB.

Onucani Ttunu arak (ransomware, DDoS,
(bimuHT, BUTOKM NaHWX, 1HCAWAEPCHKI IHITMICHTH,
MEDJACK) MOXYyTb BHCTYIaTH OCHOBOIO IS
HaBYAJIBbHUX KeHCiB, TOOYJOBaHUX HA PEaiCTUIHUAX
crueHapiax. CTyIeHTH MaloTh HE IPOCTO YUTATH TEO-
PETHUYHI OMKCH, a PO3B’SI3yBaTH MPAKTUYHI CUTYaIlil,
MPOIIOHYBATH AJITOPUTMHU i, OLIHIOBATH KJIIHIYHI,
oprasizamiifai Ta eTHaHI HacTiaKku. OKpeMuid aKIeHT
BapTO 3pOOUTH HAa CHUMYJIAIMISX HITUACHTIB: HAIPH-
KJIaJ, panToBa HEJOCTYIHICTb €JIEKTPOHHOI CHC-
TEeMHM, MiJO3piNi JIMCTH, BUABJICHHS (DaKkTy BHUTOKY
JaHUX YH KOMIIPOMETalii MEAMYHOTO MPHUCTPOIO.
Taki 3aBIaHHs CIIPUSIOTH PO3BUTKY HE JIMIIC 3HAHB,
a W omepamiifHOTO MUCJIEHHS, CTPECOCTIHKOCTI,
HaBUYOK KOMAHAHOI B3a€MOZil MK MEIUYHHM 1
IT-nepconanom.

HaBuanns kiGepOe3nexku Mae BKIIOYATH PO3IIISA
HOpM YyKpaiHchKoro 3akoHomaBcTBa («lIpo 3axucr
nepcoHanbHuX Hanux», «IIpo 3axuct indopmanii B
1HPOPMAIITHO-KOMYHIKAI[ITHAX CHCTEMax», CIelli-
anpHUX akTiB mono ECO3), MixkHApOTHUX CTaHIAp-
tiB (GDPR, pexomenaamnii BOO3), a Takok eTHIHAX
3acag poOOTH 3 Bpa3IMBUMHU TPyNaMH TMalli€HTIB.
BaxnuBo, mo0 CTYISHTH pO3YMITH HE JIMILIE «SK»
TEXHIYHO 3a0€3MeUy€eThCs 3aXUCT, @ U «IOMY» IIE €
MOPAJIBHHUM 1 IPAaBOBUM 000B’ I3KOM JTiKaps.

ITo3a dhopMambHUMU KypcaMH BaXXJIMBO IIATPHU-
MyBaTH B CTYJCHTIB CTAJIMH iHTEpeC 10 TeMH Kidep-

0e3neku: MPOBOIUTH KOPOTKI TpEHiHTH, iH(opma-
[iiiHI KaMmasii, 3amy4atd 10 y4acTi y mpogilbHUX
3axoJlax, aHaJi3yBaTH aKTyajbHI KiOEpIHIHUACHTH B
MeauaHii cdepi. Lle cnpuse mepeTBOpeHHIO 3HAHD
Ha CTIfKiI TTOBEHIHKOBI IMMAaTEpPHW — YBAXKHICTH IO
MapoJIiB, 00EPEXKHICTh 13 TUCTAMHU Ta BKIIAJICHHSIMH,
JOTPUMAaHHS NPOTOKOMIB AOCTYIY [0 MEIUYHUX
iHpOpMaLiitHUX cUCTEM.

s Bepudikarlii TimoTe3u Mpo HEOOXIIHICTh
[UIECIIPSIMOBAHOTO O3HAHOMIICHHSI CTYJICHTIB-MEIH-
KiB 3 OCHOBHMMH THIIaMH Kibep3arpo3 mepen modar-
KOM CHCTEMaTH4YHOIO BUBYCHHS TeMH KiOepOe3neku
OyJ70 MpOBENEHO eMITipUYHE aHKeTyBaHHs Ha Oasi
HamionansHOro MeIWUYHOTO YHIBEPCUTETY I1MEHi
0. O. boromosbLs.

B anxeryBanHi B3s11 y4acTh 127 CTyaeHTIB mep-
IIIOTO KYPCY CIemiaIbHOCTI « MeIuIMAay y paMKax
BUBYCHHS JHUCHUILUTIHA «MenndyHa iH(pOpMaTuKa
(2024-2025 wHaBuanpHMII piK). AHKETa MicTHIA
12 nuransp, cepen AKUX KIOYOBUME Oynu: «Yu 3Ha-
€Te BW, IO TaKe ransomware-aTakd Ha MeEIWYHI
yctaHoBu?», «Yu 4ynu B mpo (ilIMHTOBI aTakw,
CIIpSIMOBaHI Ha MEIWYHUN TiepcoHan?», «Yu 3Ha-
fiomi Bu 3 mousATTsIM Internet of Medical Things
(IoMT) Tta 3arpo3amu, MoB’si3aHUMH 3 HUM?», «Uu
po3yMi€eTe BH, IO Take iHCalePChKi 3arpo3u B KOH-
TEKCTi MEIMYHUX AaHuX?», «Un MOXKeTe BH HABECTH
MIPUKJIAAN BUTOKIB MEIUYHHUX NaHUX B YKpaiHi abo
CBITI?».

Pesynprati aHKETyBaHHS BUSBWIM KPUTHYHO
HU3bKUI pPiBeHb OOI3HAHOCTI CTYAEHTIB MEpIIOro
Kypcy moao crenudiyaux kibep3arpo3 y MeAUYHIN
ranysi (puc. 1).

Sk BUJHO 3 PUCYHKY, Juiie Bix 6,3% o 24,4%
CTY[CHTIB MOIVIM IOACHUTU CYTHICTb KOHKPETHHX
TUMIB KiOep3arpo3 y MemuuHiid ramysi. HaiimeH-
mioto Oyia 00i3HaHicTh 1mono atak Ha loMT (6,3%)
Ta iHcaiigepchkux 3arpo3 (9,4%). BomHouac nmonan
Tpetuny ctyaeHTiB (37,0-61,4%) B3arami He Oynu
3HAOMI 3 BIAMOBIMHUMH TepMiHamu. JlomaTkoBe
nuTaHHs «Un MOXKeTe BM HaBECTH IPUKIAJT Peajb-
HOTO iHITMJIEHTY TIOPYIICHHS KibepOe3neKu B Meamd-
Hill yCTaHOBi?» BUSBWJIO, IO JIUIIE 7 CTYICHTIB
(5,5%) 3Mornu 3ragatv KOHKPETHI BHIIAAKH, MPH-
YOMY BC1 BOHM TIOCHJIAJIMCS Ha 3aralibHi HOBUHU MPO
«3IJIOM JIiKapeHby», 03 PO3yMiHHS CIICIU(IKU aTaKH.
Ha muranns «YUum BBakaere BU, MmO KiOepOesreka
Oyne BaxuMBOIO i Bamioi MaiiOyTHBOI mpodecii
nikapsa?» 89,8% CTymeHTiB BiANOBUIM CTBEPAHO,
NpOTE B OOTPYHTYBAHHSX MEPEBaXKaIH 3arajbHi Qop-
MYJIIOBaHHSI Ha KINTANT «I€ BaXKJIMBO B Cy4aCHOMY
CBITI», «Tpeba 3axuIaTH JaHi», 03 KOHKpeThu3alii
MEIUYIHOTO KOHTEKCTY. Lle cBiIUnTh Mpo HasSBHICTH
a0CTPaKTHOTO PO3YMIHHS BaKJIUBOCTI TEeMH 3a BiJl-
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Ransomware PiumHr loMT

IHCaiiepeski sarposn BUTOKM fatiX DDoS

I 3Haiots | MmoxyTh noacHuT @ Yynw, ane He posymiots [l He 3HaioMmi 3 NOHATTAM

Puc. 1. Pipenb o06izHanocTi moa0 cnenugivyaux Kidep3arpo3 y MmeaunmnHi

CYTHOCTI TpEeIMETHUX 3HaHb. Pe3ynbraTh aHKeTy-
BaHHSI BKa3yIOTh Ha KDUTUYHY TIPOTAIMHY B 0a30Bili
unpoBii OCBITI MalOYTHIX JIKapiB: CTYJACHTH TEp-
II0TO KypCYy, sKi € nudpoBumu abopurenamu (digital
natives), MalOTh BUCOKHW piBEHb BOJOHIHHS IU}-
POBHMH iHCTPYMEHTaMH B TOOYTOBOMY KOHTEKCTI,
ase Maitke He 00i3HaHI 31 cienUpiUHUMH PU3UKaAMU
BUKOPHCTaHHS TaKHX IHCTPYMEHTIB y NpodeciiiHii
MeAWuHIN misuibHOCTI. Lle miATBEpmKye Te3y Mpo
Te, 0 3arajibHa MU(poBa TPAMOTHICTh HE EKBiBa-
neHTHa npodeciiiHii undpoBiii KOMIOETEHTHOCTI, a
KibepOe3neka B MeAUIMHI OTpedy€e 0COOMUBOI Mif-
TOTOBKH 3 ypaxyBaHHIM rally3eBoi crieriudiku.
BucnoBku. KibGepOesneka B ymoBax 1udpo-
BOi TpaHcdopMallii OXOPOHH 3I0pOB’s € 6a30BOIO
YMOBOIO TapaHTyBaHHS O€3MeKH TaIi€HTiB, KOH(i-
JEHLIHHOCTI MEIMYHUX JTaHMX 1 CTIMKOCTI (yHKII-
OHYBaHHS MEIWYHHMX YycTaHoB. nsi YkpaiHw, sika
NepeknBae MOBHOMACIITa0HY BilHY, ISl mpoOiema
Ma€ JIOJaTKOBUI BUMIp SIK EIEMEHT 3aXHCTy KpH-
TAYHOI 1HPPACTPYKTYPH Ta HAI[iOHAJIBHOI OC3ICKH.
AHami3 MDKHapOTHUX 1 BITYM3HAHHUX HOCIIKEHb
MOKa3ye, 110, MONPH IIBUAKUNA PO3BUTOK LUPPOBOI
MEMIIMHU Ta HASBHICTh 3HAYHOTO MAacUBY pOOIT i3
UUpPOBOi KOMIETEHTHOCTi, MUTAHHS CHCTEMHOTO
(hopMyBaHHS KOMIIETEHTHOCTI 3 KiOepOe3neku Mai-
OyTHIX JIKapiB 3aJMIIAIOTHCS HEIO0CTATHHO PO3PO-
OneHnMH. be3rneKoBHil KOMITOHEHT 4YacTO PO3TJIs-
JA€Tbesl (PparMeHTapHo, 0e3 UiTKOI JAMIAKTHYHOT
Mozenmi. CucTeMaTH30BaHO OCHOBHI THITH Kibep3a-
Ipo3, peleBaHTHUX JUIsd MeaudHoi chepu (malware/
ransomware, DDoS-ataku, (ilIuHT, BUTOKU JaHHX,
iHCalIepPChKi 3arpo3u, aTakd Ha MEIUYHI TPUCTPOI
ta [oMT) i mokazaHo, 110 BOHH MarOTh Oe3rmocepe/-

Hill BIUIMB Ha KJIIHIYHY MPAKTUKY, PEIyTALil0 JIiKaps,
JIOBipy MAII€HTIB, @ B OKPEMHUX BHIIQJIKaX — Ha 000-
pOHO3MaTHICTL AepkaBu. KoMIieTeHTHICTh 3 Kibep-
0e3nexn MaOyTHBHOTO JIKaps JOUITHHO PO3IIISIIaTH
SK 1HTerpajibHe YTBOPCHHS, IO IOETHYE KOTHITHB-
HUH, JIsUIbHICHUHN Ta HIHHICHO-€TUYHHUI KOMIIOHEHTH
UPPOBOT KOMIIETEHTHOCTI i 3a0e31edye roTOBHICTh
J0 Oe3neyHol B3aemopii 3 U(PPOBUMH METUUHHUMU
cucteMaMu. BoHa € HeBil’eMHUM CKIIATHUKOM IH(]-
pPOBOi KOMIETEHTHOCTI W Mae (opmyBarucs Iiie-
CHPSIMOBAHO B Mpoleci npo¢eciiiHoT miAroTOBKH.

Bceranorneno, 1m0 BUXiHUH piBeHb 0013HAHOCTI
CTYACHTIB MEpUIOro Kypcy MLIOA0 CHenu(iyHnx
Kibep3arpo3 y MeIu4Hid raiy3i € KpUTHYHO HH3b-
kuM: jiaiie 11,8% cTyaeHTiB MOTJIM IPaBUILHO 1/1€H-
TH(iKyBaTH BC1 OCHOBHI THITH 3arpo3.

OOrpyHTOBaHO iHTEerpaunilo 3MmicTy KibepOes-
NEKH B MEJUYHY OCBITY 4epe3 Kelic-OpieHTOBaHUN
Ta CUMYJISALIMHUNA TIiAXOMIU, IMOEJHAHHS TEXHIY-
HOTO, TMPAaBOBOrO W €TUYHOTO KOMITOHEHTIB, (op-
MyBaHHS KyJbTypH KiOepririenu. Peamizamis mux
OpIEHTHPIB CTBOPIOE TMEPEAYMOBH IS MOOYIOBH
e(heKTHBHOI CUCTEMH HaBUYaHHS OCHOBaM KibepOes-
neku MaiiOyTHix JikapiB. [lepcniekTuBHUMH HaTIpS-
MaMH IOJAJIBIIUX JOCIIKEHb €: PO3POOJICHHS Ta
eMIipuyHa IepeBipKka KOHKPETHHUX HaBUaJbHHUX
Moeel (HampuKiia, TeMaTHIHO-0JT0KOBOT MOJIEITi
3 BUKOPUCTAaHHSM KeWC-METO/ay), CTBOPEHHS ia-
THOCTHUYHOTO 1HCTPYMEHTAapilo ISl OLIHKH PiBHS
c(hopMOBaHOCTI KOMIIETEHTHOCTI 3 KibepOe3mneku y
CTYICHTIB MEIMYHUX YHIBEPCHUTETIB, @ TAKOXK PO3-
pOOJICHHS Taly3eBUX CTaHAApPTIB KOMIIETEHTHOCTI
B KibepOe3meli i pi3HUX KaTeropid MeIuyHuX
MpaIiBHUKIB.
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